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Reference Threat Asset (£1,000s)
(1J[A][N] Hut - mex: TEAM Human Error Research Team 0 220 1250 A A A [(X]
[ 1][A][\] Huz: mex: TEAM Loss or Unavailability of Key Staff Research Team 0 p | 25 [ARIEEIEEN( X
[I] u MAT  ENT: SYS External Misuse or Ahuse Corporate Desktop System 50 250 1250 A A A @
[I] E’k‘ MAT : MEX: SYS External Misuse or Ahuse Mexico System 50 250 1250 A A A [X]
[I]@ MAZ : ENT: SYS Internal Misuse or Abuse Corporate Desktop System 50 250 12,50 A A A @
(1)) me2:MEx: SYS  Internal Misuse or Abuse  Mexico System 11(14) 003 [X]
[ 1[N ] Mas: ent: svs Malicious Software Corporate Desktop System 5(5) 267 [X]
[D MAS : MEX: SYS Malicious Software Mexico System 5(5) _— 267
| Risk Reduction% |
1.¢| 21 |34 <ot .
Reference Control Asset Deployment % Applicable
@ RMO2.1 : ENT: SYS % data backed up securely and tested Corporate Desktop System 0 1] 85
@ RMO2.1 : MEX: SYS % data backed up securely and tested Mexico System 0 0 85
(AN RM03.1 : MEX: New .. % team with upto date job training Data Investigations Team 3% | 85 65
@ RMO3.2 : MEX: Newy ... % team with up to date security awareness ... Data Investigations Team B5 35 35
@ RMO3.3: MEX: Newv ... % team screened prior to access Data Investigations Team 65 65 0
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